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MULTIPLE CONTROL OPTIONS 
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INTEROPERABILITY FOR LARGE PORTFOLIOS 

AFFORDABLE AND PRACTICAL PLANT CONTROL 
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threat PROTECTION

• Never open plants or machine 

networks to the Internet

• Protect vulnerable industrial 

legacy systems behind strong 

gateways

• Every command is a message 

to enable live auditing

• Global security settings to 

manage non-compliant users

• Firewalled edge devices for 

lateral protection

• Malware protection

integrated

Secure Environment 
Maintenance

• Edge software

patched/updated 

automatically

• Use digital certificates to 

identify, authenticate and 

encrypt

• Authenticate user access 

rigorously and with defined 

time limits

• enforced multi-factor 

authentication

• Integrate remote working 

tools to control and monitor 

access

Incident Response

• Immutable historical security 

logs

• Automatic monitoring of 

network activity

• enable auditing of every 

command, message, and action

• Forensics support

• Rapid action to block all

plant access

• Command filtering capabilities



 

 


